# BAB V KESIMPULAN DAN SARAN

* 1. **Kesimpulan**

Penulis telah melakukan implementasi dan pengujian program bab sebelumnya, maka dapat diambil kesimpulan tentang aplikasi Steganografi Teknik EOF dan Kompresi Data ZIP sebagai berikut*.*

* Aplikasi ini akan membantu *user* dalam mengirimkan pesan secara aman dan sulit dideteksi oleh indra manusia.
* Dukungan terhadap banyak file akan menambah kemudahan *user* dalam memilih file-file yang dapat didistribusikan.
* File-file yang dapat dijadikan media antara lain *audio* (\*.mp3, \*.wav), *video* (\*.avi), citra (\*.jpeg, \*gif, \*.png), dokumen (\*.pdf, \*.doc) dan teks (\*.txt).
* Aplikasi Steganografi Teknik EOF dan Kompresi Data ZIPhandal dan flexsibel karena dukungan banyak file.
* Aplikasi ini dapat berjalan di semua sistem operasi dengan syarat terdapat *web browser* dan koneksi internet pada sisi pengguna.
* Dibutuhkan *bandwidth* internet yang cukup untuk melakukan proses *upload* dan *download*.
  1. **Saran**

Penelitian tentang Steganografi Teknik EOF Dan Kompresi Data ZIP yang dilakukan penulis masih ada beberapa kekurangan. Bagi pembaca yang ingin mengembangkan Steganografi Teknik EOF Dan Kompresi Data ZIP penulis memberikan beberapa saran antara lain sebagai berikut :

* Menambahkan kata kunci atau *password* pada proses penyisipan dan pembacaan data, sehingga hanya *user* yang memiliki kata kunci yang dapat membuka data yang tersisip pada *carrier file*.
* Melakukan enkripsi terhadap data *payload* yang akan disisipkan
* Memperbanyak file *stego-medium* yang akan disisipkan dalam sekali proses.
* Memperkecil ukuran file carrier yang dihasilkan oleh aplikasi Steganografi Teknik EOF.
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